






 

 

 
 

 

 

 
 





GDPR extends and clarifies the territorial scope of EU data protection 
legislation
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Requirement to document compliance with GDPR 
More complex agreements and authorizations
Privacy by Design and Privacy by Default Principles
Extension of rights to information and dereferencing (deletion of data)

The right to transferability of data
Much more extensive information requirements (ex: the data protection
declaration of a website)



Current issues related to companies’ compliance with GDPR include 
contractual relationships with their IT solutions and services providers.

When data is hosted in a SaaS solution, whose functionalities and 
technical characteristics are defined by the supplier, is the supplier still 
the processor of personal data? 

When a company physically hosts personal data but does not logically 
access it, is it a processor ?
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